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Abstract: Nowadays, the vital parts of the business programs are the data warehouses and the data mining techniques. 

Especially these are vital in the Radio Frequency Identification (RFID) application which brings a revolution in business 

programs. Manufacturing, the logistics distribution and various stages of supply chains, retail store and quality management 

applications are involved in the RFID technology in business. A large volume of temporal and spatial data is generated by the 

ubiquitous computing and sensor networks of RFID and these are often generated with noises and duplicates. The noises and 

duplicates in the RFID data declare the need of an effective data warehousing system. The warehousing system has the 

responsibility to provide proper data cleaning technique to clean the dirty data which occurs in the applications. Also, the 

cleaned data has to be transformed and to be loaded properly so that they can be stored in the database with minimum space 

requirements. In this paper, we propose a novel data cleaning, transformation and loading technique which makes the data 

warehousing system employed for any RFID applications more effective. The chosen RFID application is tracking of goods in 

warehouses using RFID tags and readers, one of the significant RFID applications. The data cleaning is performed based on 

the probability of each RFID tag’s response and the window size which is made adaptive. The window size changes on the 

basis of the occurrence of the dirty data and hence the cleaning is more effective. The purified data is transformed in a special 

structure in such a way that the ware house can have only the tag IDs which are under transaction and the time of 

interrogation in the size of bits. The transformed data are loaded into the warehouse using the proposed loading technique in a 

dedicated tabular format.  
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1. Introduction 

In recent years, data warehousing and data mining 

became an important part of many organization’s IT 

infrastructure [17]. Data mining is a recently rising 

field, linking the three worlds of databases, artificial 

intelligence and statistics. The information age has 

enabled many organizations to collect large volumes of 

data. However, the utility of this data is negligible if 

“meaningful information“ or “knowledge“ cannot be 

extracted from it [13]. Data mining focuses on 

applying some specific machine learning algorithms 

that can discover previously unknown regularities and 

trends in databases [21]. Data mining or knowledge 

discovery in databases is the automatic extraction of 

implicit and interesting patterns from large data 

collections [18]. If expressed alternatively, data mining 

is an inductive, iterative process that extracts 

information or knowledge patterns from volumes of 

data [20]. But data warehousing intends to store clean 

and reliable data obtained from various systems 

employed in an organization or an application, in an 

integrated format. The data thus structured can 

particularly serve for reporting and analytic requisites. 

A data warehouse can be defined as the repository of 

an organization’s data that are stored electronically. In 

general, it is an operational database which supports 

the processing of day-to-day transactions. Some of the 

essential components of a data warehousing system 

are: Extracting, cleaning, transforming and loading of 

data.  

There is a symbiotic relationship between the 

activity of data mining and the data warehouse-the 

architectural foundation of decision support systems. 

The data warehouse sets the stage for effective data 

mining. Data mining can be done where there is no 

data warehouse, but the data warehouse significantly 

improves the chances of success in data mining [8]. 

Data now can be stored in different types of 

databases, the data warehouse is one of such database 

architecture, a storehouse of multiple heterogeneous 

data sources, organized under a combined scheme at a 

single site in order to support the management 

decision-making [25]. Data warehouses have 

established themselves in the information flow 

architectures of business organizations for two main 

reasons: firstly, as a buffer between operational and 

transactional tasks on the one hand, and analytical 
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strategic tasks on the other. Secondly, to capture the 

history of business transactions for purposes of 

archiving, traceability, experience mining and reuse 

[9].   

A data warehouse contains purified and organized 

data that allow decision makers to make business 

decisions based on facts, not on perception; it includes 

a repository of information which is built using data 

from the distant and often departmentally isolated, 

systems of enterprise – wide computing [19]. To make 

a data warehouse, we have to follow a process known 

as Extraction Transformation and Loading (ETL) 

which involves [4] extracting data from various outside 

sources, transforming it to fit business needs, and 

ultimately loading it into the data warehouse. 

In the extraction phase, operational data are moved 

into the Enterprise Data Warehouse (EDW). 

Transformation phase changes the structure of data 

storage. Loading process represents an iterative 

process. The data warehouse has to be populated 

repeatedly and incrementally to reflect the changes in 

the operational system(s) [19]. Data cleaning is another 

vital element of the data warehousing system.  In data 

warehouses, data cleaning is usually an off-line, 

centralized, iterative, and sometimes interactive 

process which concentrates on a small set of well 

defined tasks [5]. Data cleaning process is used to 

ensure the reliability of the data warehouse data (i.e., 

the fact that these data respect the database constraints 

and the business rules) [22]. 

The data warehouse is a large system, which 

classifies the data so that the most possible information 

can be extracted from it. It organizes and makes the 

data available for analysts so that they can make better 

decisions. It will allow for comprehensive queries of 

the information sorted [6]. The extreme development 

of data warehousing is offering organizations with a 

potential decision support utility that can be 

successfully utilized to maintain supply chain activities 

throughout a business or industry. Data warehouses 

serve as the basis of a company’s successful supply 

chain management. In such supply chain management, 

the role played by Radio Frequency Identification 

(RFID) applications in object tracking and supply 

chain management is essential [3]. 

RFID has emerged in order to replace a barcode 

which is used for the object identification till now. 

Unlike the barcode system, RFID has many different 

advantages: it can have memory in addition to 

identification of data and it can be recognized out-of- 

sight and form a relatively long distance [11]. RFID 

applications are set to play a vital role in object 

tracking and supply chain management systems. 

Imminent, it is expected that every major retailer will 

use RFID systems to track the movement of products 

from suppliers to warehouses, store backrooms and 

ultimately for the points of sale [7]. RFID has been 

gradually adopted and utilized in a wide area of 

applications, such as aircraft maintenance, baggage 

handling, laboratory procedures, security and 

healthcare. True benefits of RFID technology can be 

realized only when the tracking information from 

RFID components is efficiently included into business 

applications [16]. In the RFID applications, to get the 

information from the tags, initially, the readers 

interrogate nearby tags by sending an RF signal. Tags 

in the area respond to these signals with their unique 

identifier code. An interrogation cycle is iteration 

through the reader’s protocol that attempts to establish 

all tags in the reader’s area [10]. The results of 

multiple reader interrogation cycles are typically 

grouped into what we term epochs [1] and a number of 

epoch forms a window. The received information from 

all the tags are then stored in the data warehouse. An 

efficient data ware housing system is required in this 

situation of any RFID applications.  

As the tags are dynamic in most of the applications, 

a single reader cannot get the response from a certain 

tag throughout all the periods. Meanwhile, the 

response of any tag may be interrupted by any objects, 

humans or any other interventions. So, the reader may 

missed the information from the tag by deciding that 

the tag is absent in its range, results in the storage of 

dirty data in the warehouse. Hence, cleaning the dirty 

data can be analyzed in three cases. In the first case, 

the intrusion may occur at the beginning of the 

window. In the second case, the intrusion may occur at 

the middle of the window and the third arises when the 

intrusion occurs at the end of the window. Though, the 

reader can’t get the response from the tags at the 

beginning and the middle of the window in the first 

and second cases respectively, the reader can get the 

same at the end cycles. As the readers come to a 

decision only at the end of the window, the possibility 

for dirty data is very low in the first and second cases. 

But in the third case, the possibility of getting the dirty 

data is very high as there are no responses from the 

tags at the end of the window. The data warehousing 

system has the responsibility to provide proper data 

cleaning technique to clean the third case dirty data 

occurs in the applications. Also, the cleaned data has to 

be transformed and to be loaded properly so that they 

can be stored in the database with minimum space 

requirements.  

In this paper, we are proposing a novel data 

cleaning, transformation and loading technique which 

makes the data warehousing system employed for any 

RFID applications more effective. The rest of the paper 

is organized as follows. Section 2 deals with some of 

the recent research works related to the paper and 

section 3 details the proposed data cleaning, data 

transformation and data loading techniques with 

necessary mathematical formulations. Section 4 

discusses the implementation results and section 5 

concludes the paper. 
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2. Related Works 

Lee et al. [12] have presented a framework for a 

service provisioning middleware system that can 

discover primitive services and compose dynamic 

complex services according to the context information. 

They have also described an algorithm of service 

composition which uses the service history information 

and an ontology engine with data mining. Finally, they 

have shown that their experiments enhance the 

possibility of provisioning services considering user’s 

preference and thus provide users with newly 

composed optimal services. 

Ling et al. [14] have discovered the possibility of 

generating user profiles of fashion preferences from 

information captured by RFID technology. Proposing a 

design of a smart wardrobe, they have investigated the 

suitability of the technology as an identification tool of 

real objects and to support in detecting and tracking 

real objects movements. Then they have presented a 

model of user fashion profile, which was generated 

through queries and data mining techniques. In order to 

illustrate the usefulness and real world feasibility of 

their model, they have constructed a working prototype 

as a proof of concept. For evaluation purposes, they 

have created a random generator, which was able to 

generate random clothing items and dressing events 

that serve as input to their model for creating user 

profiles. Their experimental result clearly indicates that 

RFID technology was suitable to assist in creating 

smart systems. 

Velpula and Gudipudi [23] have focused primarily 

on the techniques for detecting insider attacks. They 

have also discussed the processes required to 

implement a solution. In particular, they have 

described a behavior-anomaly based system for 

detecting insider attacks. Their system uses peer-group 

profiling, composite feature modeling, and real-time 

statistical data mining. The analytical models are 

sophisticated and used to update the real-time 

monitoring process. Finally, they have described an 

implementation of this detection approach in the form 

of the IBM Identity Risk and Investigation Solution 

(IRIS). 

Liu et al. [15] have given certain insight analysis of 

RFID system from the view of application perspective. 

First they have introduced some essential 

implementation principles of RFID system and also 

have shown its hot application areas. Then, they have 

analyzed the limiting factors of RFID system in 

advanced development, and presented a generalized 

modeling process from the view of knowledge-

embedded data mining. Further, based on the above 

though of knowledge-embedded data mining, a new 

forecasting method, KERGM (1, 1), was developed to 

forecast RFID’s potential application prospect. Lastly, 

several countermeasures and advices for the 

development of RFID industry were put forward. It 

was shown that the future RFID industry should be 

greatly promising, however, some countermeasures 

should be adopted to support its development, such as 

reducing the cost of RFID tag with technical 

innovation, popularizing RFID system in wider fields, 

and strengthening international cooperation in RFID 

standard system. 

Wadhwa and Lin [24] have reviewed the RFID 

technology and the components which forms the 

backbone of the RFID system. Next, they have 

demonstrated the usefulness of RFID in supply chain 

and presented some data mining challenges in RFID. 

Finally a real-life case study was used to demonstrate 

how organizations are using RFID data. 

Bottani [2] has presented a discrete event simulation 

model reproducing the adoption of RFID technology 

for the optimal management of common logistics 

processes of a Fast Moving Consumer Goods (FMCG) 

warehouse. In their study, simulation was emerges as a 

powerful tool to replicate the both reengineered RFID 

logistics processes and the flows of Electronic Product 

Code (EPC) data generated by such processes. 

Moreover, a complex tool was developed to examine 

data resulting from the simulation runs, thus addressing 

the issue of how the flows of EPC data generated by 

RFID technology can be exploited to provide value-

added information for optimally managing the logistics 

processes. Specifically, an EPCIS-compliant data 

warehouse was also designed to act as EPCIS 

Repository and store EPC data resulting from 

simulation. Results of his study can provide a proof-of-

concept to validate the adoption of RFID technology in 

the FMCG industry. 

Chhillar and Kochar [3] have discussed a novel 

efficient approach, called as Efficient RFID Data 

Warehouse Management (ERDWM), for warehousing 

the RFID data effectively. Their approach has 

considered the loads of the RFID readers in order to 

identify overloaded readers and the one without load. 

Based on the priority, the latter are placed in the area 

of the former for the effective collection and 

warehousing of data without any loss.   

 

3. Proposed Data Cleaning, Transformation 

and Loading Techniques for Data 

Warehousing 

For an effective data warehousing system deployed in 

any RFID applications, the data extracted from the 

RFID reader is essentially to be exact, the data to be 

stored in the repository to be transformed efficiently 

and to load the data in the right format. As discussed 

earlier, in any RFID applications, because of any noisy 

signal or any interruptions the reader might not get the 

response from the tag under the range of the reader. So, 

it is necessary to make the system more robust against 

these kinds of interruptions which are restricting the 

system to get the tag response. Also, the proficient 
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transformation of the obtained data and loading of the 

data into the repository is required for storing the data 

with minimum space requirement and effective data 

retrieval respectively, significant pre-requisites of the 

data warehousing. In order to accomplish all the 

requirements so as to make the data warehousing 

system of any RFID employed applications, we are 

proposing a novel data cleaning, data transformation 

and data loading techniques for more robust data 

warehousing system for any RFID applications. The 

proposed techniques are detailed in the further sub-

sections.  

 

3.1. Data Cleaning 

Data cleaning is a process which is used in the 

databases to identify the incomplete, incorrect, 

inaccurate, irrelevant parts of the data and then it is 

used for replacing, modifying or deleting this dirty 

data. Let m  be the total number of readers and n be 
the total number of tags used in the application and the 

vector representation can be given as: 

]          [ 12101 −× = mm RRRRR L  and ]          [ 12101 −× = nn TTTTT L . 

When each reader broadcasts the RF signal, the tags 

which are in the range of the corresponding readers 

responds. In the proposed data cleaning technique, a 

window of size 
is

w  which is constituted by a certain 

number of epochs is utilized for each reader. The 

is
w of any reader can be determined as:  
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Where, ae represents th
a epoch time in seconds and iE  

is total number of epochs per window. The sw  of each 

reader is made adaptive and changes based on the dirty 

data obtained in the previous window and thus the data 

cleaning is accomplished. The data obtained at each 

epoch of every window takes the binary values based 

on the probability of response as follows: 
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Where, ijP  is the probability of the response from each 

tags which can be determined as the number of 

interrogation cycles, the reader receives response from 

the tag by the total number of interrogation cycles. In 

the meantime, the reader notifies the central server 

about the information of newly entered tags at every 

interrogation cycle except the first interrogation cycle 

of the process, the core process in the data cleaning. 

For this purpose, initially, the central sever creates a 

null set and the reader sends the jT  as the set element 

to the server. The reader recognizes the newly entered 

tags as:  
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In equation 3, 
)(

)1(

i
R zxy
S

− is a set of tag IDs covered by the 

i
th
 reader till (z-1)

th
 interrogation cycle, 

)(i

Txyz
S is a set of 

tag IDs covered by the i
th
 reader at the z

th
  

interrogation, 
)(i

nxyz
S is a set of newly entered tags in the 

range of i
th
 reader, where,  

10 −≤≤ wnx , 10 −≤≤ xEy , Iz <<0 , wn is the total 

number of windows,  xE is the number of epochs in 

the x
th
 window and I is the number of interrogation 

cycles which remains constant throughout the process. 

The determined 
)(i

nxyz
S is sent to the server and the set 

elements are appended in the set NT
S and in the set 

)(i
Rxyz
S as follows: 
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In equation 4, the elements of 
)(i

nxyz
S is appended with 

the elements of the set { }
NT
S  and with the elements of 







 )(i
Rxyz
S  respectively. The data cleaning is performed 

with the aid of the set
 { }

NT
S . When a window of 

interrogation completes, each reader has the data as 

mentioned in the equation which directly represents 

either the presence or absence of the tags by ones or 

zeros respectively. The data cleaning is initiated by 

extracting the tags which does not responds at the end 

epochs i.e. tags which has zeros at the end epochs of 

the window. The extracted tags are sorted downwards 

in such a way that the tags which has the maximum 

number of zeros occupies the top of the newly obtained 

data vector
)(r

ih
d , where, )1,0( −∈ nr , 

)(
0

i
T

Xh ≤≤  and 

)(i
T

X represents the total number of suspicious tags. 

Then a querying process is performed by each readers 

of the application. 

Querying: From the 
)(i

T
X tags, 

)(i
T

Q  number of 

suspicious tags is queried into the server which can be 

determined as 2
)()( i

T
i
T

XQ = . The server checks the 

presence of the tags mentioned in the 

vector
)(r

iqd ,
)(

0
i
T

Qq ≤≤ , in the set { }
NT
S  by sending a set 

of all the r  (Tag IDs) values, say{ }r , in )(r
iqd . 

If { }NTa Sr ∈ , TQa ≤≤0  , then the server clears the 

elements in the { }
NT
S  as well as the ar . After the 

(4) 
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(6) 

clearance of the required elements of { }
NT
S  and { })(i

T
Q , the 

server returns the set { }sr  or informs by a HQ signal 

(i.e., Halt the querying process) if { } φ≠NTS  or 

{ } φ=NTS respectively. The reader cleans the data in 

the vector ijd  based on the response of the server as 

follows: 

• If the server returns HQ signal to the reader, the data 

of the queried tags 
)(r

iqd  is correct and the remaining 

tag information is incorrect. So, the reader assures 

the absence of the tags in { }r  and the presence of the 
remaining 

)()( i
T

i
T

QX −  tags in the reader’s range.  

• If the server returns the{ }sr , the reader has to check 

the following two possibilities of the { }sr  and makes 

the decision based on its outcome: 

• Case 1: If φ=}{ sr , the reader assures the absence 

of the queried tags { }r  in the reader’s range { }r  
and the querying process is repeated again for the 

remaining )()( i
T

i
T

QX − tags as similar as done earlier. 

• Case 2: If φ≠}{ sr , the server assures the 

absence of }{}{ srr −  and presence of { }sr  tags in 

the reader’s range. In the similar fashion, the 

querying process is repeated for the remaining 

tags )()( i
T

i
T

QX −  also. 

Once the reader went for the second case, it has to 

change it’s 
is

w  of the upcoming interrogations, but 

only after the cleaning of the data obtained in the 

current window as follows: 
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Where, new
sw is the new window size, 

ths
w is the 

threshold for window size and α is the weightage of 
the window which can be determined as: 
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In equation 6, }{ TC is a set of total number of tags 

whose data are cleaned and || TC  is the cardinality of 

the set }{ TC . With the aid of the window of size new
sw , 

the same process is repeated. Repeating the process is 

done by changing the window size by equation 5 at the 

end of every process, the probability of the occurrence 

of the dirty data gets reduced in the upcoming 

interrogations. The window size is maximized when 

the probability of the occurrence of the dirty data is felt 

small from the current process result and it is 

minimized in the case of occurrence of the dirty data. 

Hence, the technique cleans the data by modifying the 

dirty data by performing the technique and also looks 

for effective operation of the cleaning using adaptive 

window. At the end of the proposed cleaning 

technique, all the readers obtain the cleaned data which 

means the tag information that are actually available in 

their range. After the cleaning technique, data 

transformation is performed for consistent 

representation of the data warehouse. 

 

3.2. Data Transformation 

After the cleaning process, a set of tag ids 

{ } )()(
0  ;

i
w

i

r
j njT ≤≤  are obtained which are in the particular 

reader’s range at the time of the interrogation of every 

window and so 
)(i

wn sets are obtained for each reader. It 

is to be noted that the sets used here have the elements 

with possible repetitions. The information to be 

warehoused are the tag IDs and the time of completion 

of each window at which the tag IDs in all the reader’s 

range. Hence, the proposed data transformation 

technique is constituted by two sections of 

transformations. The first section of transformation 

transforms the structure of tag IDs to be stored which 

are available in the range of each reader at the 

completion of every window. The second section of 

transformation technique transforms the structure of 

the time of completion of the interrogation windows of 

each reader. In the proposed data transformation 

technique to keep the tag IDs of every window, the 

readers generate two sets of tag IDs which are newly 

arrived and left as 






 )(r
in j
T  and 







 )(r
out j
T , respectively. The 

set elements are appended as follows: 
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The generated sets by equations 7 and 8 are constituted 

of subsets which have the tag IDs that are newly 

arrived and left respectively at the particular window 

of interrogation. Thus, instead of keeping all the tag 

IDs responded at each window, only the newly arrived 

and left tag IDs are kept. For transforming the set of 

time of completion of the interrogation windows{ }
ij

t , 

initially, a set of variation of each time of interrogation 

window from the time of its previous interrogation 

window termed as { }
ijt

var is determined as: 

       { }
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The elements of the set { }
ijt

var  are rounded up and then 

indexed based on their frequency of occurrence in the 

set. With the aid of the frequency of elements in the 

set, transformation is applied and the set of elements 

obtained after transformation is constituted by two 

subsets. One of the subset consists of time of 

interrogation window which exhibits maximum 

number of occurrences in the set { }
ijt

var  in such a way 

that )()()( 10 rn
tftftf ≥≥≥ L . Hence, rn number of sets 

are obtained, where, rn represents the actual number of 

elements determined from the set { }
ijt

var  without 

considering the repetition of each elements. The 

second subset consists of the availability index 

indicating the occurrences of the element in the 

set { }
ijt

var . The availability index of { }
rn

t  in the set 

{ }
ijt

var can be transformed as:  

{ } { }
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From equation 10, it can be obtained that the time at 

which each interrogation window of every window has 

been completed is transformed into a certain structure. 

Because of the proposed data transformation 

technique, instead of keeping the time of completion of 

each interrogation window in byte format, they are 

kept as bit format. Thus transformed bit sized time of 

interrogation information and significant Tag 

information is subjected for loading the repository.  

 

3.3. Data Loading 

For loading the data into the warehouse, tables are 

created and the transformed data are stored in the 

tables in the proposed format. In the RFID 

applications, the transformed data to be stored are the 

Tag IDs which are newly entered at each reader’s 

range at every window of interrogation and the Tag 

IDs which are left from each reader’s range at every 

window of interrogation. Also, the time at which the 

interrogation of each window is completed by all the 

readers is also to be stored in the warehouse in the 

transformed format. Hence, the warehouse is organized 

in such a way that the information from each reader is 

stored in separate files and each file consists of the 

time of interrogation and tag information obtained at 

that time. The transformed data are stored in the form 

of table in each file.  

For tag information, a table of rn number of records 

with two fields is generated. Two fields have the newly 

entered tags and left out tags at each time of 

completion of interrogation window stored at every 

record of the table. Similarly, for time of interrogation 

window, the set elements { }
ijt

var , frequency of each 

element )(
an

tf and the availability index { }Tr
at  which 

is converted to integer from its binary form are stored. 

Instead of storing the huge information that is in terms 

of bytes is reduced to bits and stored in a prescribed 

format and so it can be retrieved exactly as it was in 

the past. Hence the proposed data cleaning, data 

transformation and loading technique makes the data 

warehousing system more effective in any RFID 

applications.  

 

4. Results and Discussion 

The proposed data cleaning, data transformation and 

data loading techniques for a data warehousing system 

have been implemented in the working platform of 

JAVA (version JDK 1.6). The proposed techniques for 

effective warehousing system are dedicated to perform 

the tracking of goods in warehouses. In such 

warehouses, the goods exhibit mobility from one 

location to other. The reader present in every location 

which covers a certain range depends upon the RF 

strength. Four readers are assumed to be present in the 

warehouse and initially 100 tags are assumed to be 

available under each reader’s range. As the tags 

changes their locations in the mentioned application 

frequently, the availability of tags under each reader’s 

range also changes. As per the application, each reader 

of the warehouse has interrogates on window basis and 

obtains the tag response for every window. The data 

thus obtained has to be stored in the data warehouse so 

that the location of the required goods at that particular 

instant could be identified easily. The proposed 

techniques are responsible for effective data 

warehousing system which is utilized in the application 

in keeping the exact tag information under each 

reader’s range and the time of completion of 

interrogation of window. Initially, the window size sw  

have been set as 6 and the response received from the 

tags are tabulated in Table 1. From the response of the 

tags as given in Table 1, the suspicious tags are 

identified and cleaned. The suspicious tags thus 

identified, the dirty data corresponding to the 

suspicious tags and the final cleaned data are tabulated 

in Table 2.  

In the next process, called data transformation, the 

tag IDs and the time of interrogation window which 

are transformed, using the proposed data 

transformation technique are tabulated in Tables 3 and 

4, respectively. 
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Table 1. A sample result details the response of some of the tag’s 
response which are under the range of R1 at every epoch. 

Tag IDs E0 E1 E2 E3 E4 E5 

1 1 1 0 1 0 1 

2 0 1 1 1 0 0 

3 0 1 0 1 0 1 

4 1 1 1 1 0 1 

5 1 1 0 1 1 1 

6 1 1 1 1 0 1 

8 0 1 1 1 0 1 

9 0 1 1 1 0 0 

10 1 1 1 1 1 0 

22 0 1 0 1 0 0 

Table 2. Sample output for suspicious tags, the dirty data from the 

readers and the cleaned data by the proposed data cleaning 
technique. 

Suspicious Tags Dirty Data Cleaned Data 

[2, 9, 10, 22] [1, 3, 4, 5, 6, 8] [1, 3, 4, 5, 6, 8, 2, 9] 

[15] 
[11,12, 13, 14, 16, 17, 
18, 19, 20, 7] 

[11, 12, 13, 14, 16, 17, 
18, 19, 20, 7, 15] 

[21, 22, 23, 24, 30] [25, 26, 27, 28, 29] 
[25, 26, 27, 28, 29, 22, 
23] 

[33, 36, 37, 38, 39, 40] [31, 32, 34, 35] 
[31, 32, 34, 35, 36, 38, 

40] 

 

For data loading, the format which has been 

suggested in the proposed data loading technique is 

also given in Tables 3 and 4. For comparison, the data 

without transformation is given in Table 5.  

Table 3. The tag information to be stored after transformation: 

newly entered tags and left out tags in the range of R1 for different 
time of interrogation. 

Tagsin Tagsout 

[2, 19] [3, 9, 22] 

[40] [1, 4, 8, 9, 10, 22] 

[35, 2] [3, 40] 

[3, 37, 32, 4] [19, 35] 

[19, 40, 13, 35] [8, 1, 10] 

[1, 10] [40, 37, 32, 4] 

[1, 2] [10, 35, 13] 

Table 4. The transformed data of time of each interrogation 

window by R1 which is constituted by the distinction between each 

interrogation time, its frequency of occurrence and the availability 
index. 

Distinction Between 

Interrogation Time 

Frequency of 

Occurrence 

Availability 

Index 

3.1  6 [5, 5, 12] 

3.11  5 [86, 32] 

4.59  1 [64, 0] 

5.1  1 [64, 0] 

0.0  1 [128] 

4.6  1 [64] 

6.1  1 [32] 

In Table 4, the availability index [5, 5, 12] indicates 

binary value of 5, 5 and 12 each represented in 8-bits. 

The 1s in the binary value represents the availability of 

the distinct time of interrogation throughout the sample 

periods taken for transformation, say, 100 in our test 

case. The size incurred for loading the results in data 

warehouse after transformation Tables 3 and 4 is 4 KB 

when compared to the results before transformation 

Table 5 that requires 8.57 KB. Hence it can be 

observed that the size incurred for loading the data in 

the data warehouse obtained from the proposed data 

transformation and loading techniques are 

comparatively smaller than (compression ratio is 

approximately 53% for the considered 10 samples) 

loading the cleaned data as such. When the samples are 

increased and the number of tags which exhibits 

mobility gets decreased, a good compression ratio (> 

60%) can be accomplished using the using the 

proposed techniques. Thus the results we have 

obtained for the proposed data cleaning, data 

transformation and loading have been discussed 

clearly. From the results obtained, it can be claimed 

that the proposed techniques makes the data 

warehousing system more effective which leads to 

proficient and accurate storage of RFID data.  

 

5. Conclusions 

In order to achieve efficient data warehousing system 

in the RFID application to monitor the goods kept in a 

warehouse, we have proposed a novel data cleaning, 

data transformation and data loading techniques. As 

the cleaning has been performed with the concern of 

the probability of response of the tags and the window 

size, the technique shows good performance. The 

window size has been increased if the strength of the 

dirty data is less and decreased if it is high in the past 

window of interrogation. In the data transformation, 

the purified data have been transformed into a structure 

in such a way that only the tag IDs which shows 

mobility per interrogation of window are considered. 

Similarly, the time of each interrogation window has 

been transformed so that the data in byte size have 

been reduced to bit size and makes the data loading 

simple. By means of data loading, the cleaned and 

transformed data have been loaded into the warehouse 

in the proposed format so as to mine the data easily in 

the future. From the results of the proposed techniques 

for data warehousing system, it can be concluded that 

the performance of the proposed techniques is good 

enough to meet the system requirements by storing the 

RFID data efficiently in the warehouse.  
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Table 5. A sample of the cleaned data from R1 and R2 obtained before transformation. 
 

R1 R2 

Time of 

Interrogation 
Tag IDs Time of Interrogation Tag IDs 

0.0 [1, 3, 4, 5, 6, 8, 2, 9] 0.0 
[11, 12, 13, 14, 16, 17, 18, 19, 20, 7, 
15] 

3.11 [1, 2, 3, 4, 5, 6, 8, 9, 10, 22] 3.12 [12, 14, 17, 18, 19, 7, 16, 11] 

4.59 [1, 4, 9, 10, 22, 5, 6, 8] 3.1 [12, 14, 16, 18, 19, 20, 11] 

3.11 [1, 2, 3, 4, 5, 6, 8, 9, 10, 22] 3.11 [11, 12, 13, 14, 16, 17, 18, 19, 20, 7] 

5.1 [1, 2, 3, 4, 6, 8, 9, 10, 22, 5] 3.1 [11, 12, 13, 14, 17, 18, 16, 19] 

3.1 [3, 8, 9, 4, 6, 10] 3.1 [11, 12, 13, 14, 16, 18, 19, 20, 7] 

3.11 [1, 2, 3, 4, 6, 8, 9, 10, 22] 5.61 [12, 13, 14, 18, 19, 11, 16] 

3.1 [1, 3, 6, 8, 9, 10, 4, 22] 3.1 [11, 12, 13, 14, 16, 18, 20, 7] 

3.11 [1, 2, 10, 19, 6, 4, 8] 6.11 [11, 12, 13, 14, 20, 7, 18, 16] 

4.6 [1, 2, 3, 4, 6, 8, 9, 10, 22, 19] 6.1 [12, 13, 18, 7, 11] 
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