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Abstract: The aim of this study is to evaluate information technology governance implementation in the Jordanian domestic 

banks using the maturity model. An empirical survey using self-administered questionnaire has been carried out to achieve the 

study objectives. The study results reveal that Jordanian domestic banks applied effective awareness and communications, 

responsibility and accountability, and skills and expertise dimensions mainly, while they do not do enough with regard to the 

other dimensions (tools and automation, “goal setting and measurement”, and “policies, plans and procedures”). The study 

main recommendation for domestic banks is to give more attention to information technology governance. Professionals in 

Jordanian domestic banks should work more to increase the information technology governance strength for all of its 

dimensions.  
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1. Introduction 

The say of “knowledge is a treasure but practices are 

the key to information technology” retells the fact of 

the knowledge advancement importance and the 

related technology in the current age and verify that the 

right practical employment is the key factor of 

technology and knowledge success [16]. Enterprises 

realize that growing importance of Information 

Technology (IT) and consider it as a treasure 

enhancing their competitive position, adding value to 

their businesses. But what remains as a challenge is, 

which key practices that organizations should apply to 

get IT under control in order to deliver that desirable 

value? In other words what should be done govern IT 

activities? [15]. 

[19] Described the IT governance debate and 

speculation with the “the blind men and elephant” that 

states the continuous efforts of IT governance
i
 

professionals and practitioners in order to find the best 

practical standards that could be applied for each 

environment according to it complexity and nature; but 

unfortunately no one has the full picture which looks 

similar to what the blind men had.   

What meant of IT governance in this study is based 

on the definition proposed by the IT governance 

institute “the set of practices and responsibilities 

exercised by senior management as well as, “the 

control processes to ensure    that the    enterprise’s IT 

sustains and extends the enterprise’s objectives, and  

 

deliver the promised outcomes against the strategy” 

(COBIT 4.1). In other words, governance refers to the 

way the organization goes about ensuring that 

strategies are set, monitored and achieved. As applied 

to IT then, effective IT governance is about the way 

senior management interacts and communicates with 

IT leaders to ensure that technology investment enable 

the achievement of business strategy in an effective 

and efficient manner [20]. 

The current study aims to find the characteristics of 

IT governance in the Jordanian environment by using a 

self developed model that illustrates IT governance 

aspects that  suites the Jordanian banking sector since 

no one size fits all [20], then applying this model on a 

sample from the Jordanian domestic banks. In addition, 

this study aims to answer the question of “how well IT 

is being managed and what is needed to be done in 

future to reach an adequate level of management and 

control over IT function?”.  

To date, little experience-based research have been 

conducted in Jordan and internationally to investigate 

what IT governance arrangement work best [27], 

where devising IT governance arrangements is 

challenging because the success of IT strategies and 

procedures is contingent upon a variety of internal and 

external factors [2]. 
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2. Research Background 

For many organizations, IT and it’s infrastructure that 

constitute major investments, if not managed properly, 

may impair and incur losses rather than enhance the 

organization’s competitive position, on other words, 

organizations with effective IT governance have profits 

that are higher than other companies pursuing similar 

strategies. Moreover, the lack of effective IT 

governance has been shown to have adverse impacts 

on organizations, such as business losses, bad 

reputation, “runaway projects,” and inefficient 

operational activities [29]. 

The research into IT management practices at 

hundreds of organizations around the world has shown 

that most organizations are not generating optimal 

value from their IT investments. The most important 

factor distinguishing top-performing from substandard-

performing is the level of leadership by business and 

senior managers in a handful of key IT decision. 

Selection from leading management literature shares 

the same basic idea “to be successful, the business side 

of an organization has to be involved and committed to 

what IT does”. To deliver the services needs, IT has to 

be managed by business as a business. This is the core 

of IT governance [13]. Moreover, IT governance may 

be the great wall separating enterprise success from 

failure [25]. Jurgen et al. [11] Study indicates that 

several consultants such as Laartz, Jurgen; Eric 

Monnoyer; Alexandra Scherdin reported successes at 

leading companies where business and IT managers 

have been working closely together to change the way 

information technology supports the business.  

The concept of IT governance has emerged as a 

response to the growing pressure on all organizations 

to ensure that they are achieving value for money from 

their investment in IT and information systems, which 

includes ensuring that investment is aligned with 

organizational strategic priorities. It is based on the 

premise that the way in which IT is used and managed 

within an organization really matters, and that an 

institutional approach to IT needs to become embedded 

into central strategic planning [6]. 

Consequently, both management and IT 

professionals concerned with design, implementation, 

and assessment of IT governance strategies to ensure 

that technology truly serve the needs of the business. 

Managers are increasingly aware that IT-related 

decisions and behaviors must be aligned with the 

organizational performance goals in order to generate 

value from IT, but many individuals throughout 

organizations make daily decisions influencing that 

value received. Consequently, IT governance is the 

process of which organizations align IT actions with 

their performance goals and assign accountability for 

those actions and their outcomes for all related parties 

that may affect this process [28]. 

The involvements of senior management in IT are 

positively influences on the overall effectiveness of IT 

governance as well as the existence of a culture of 

compliance in IT. Moreover, senior mangers awareness 

of IT governance is the best indicator of governance 

effectiveness; also managers that participate in 

management of IT are more progressive and advanced 

in their IT usage and impact [10, 22].   

IT executives also play an important role in 

governing the IT activities through starting risk 

management by resolving factors associated with 

availability and access. Reducing these risks pays 

immediate benefits to the enterprise, and also provides 

a foundation for more difficult challenges of reducing 

accuracy and agility risks in other words the ability to 

implement new strategic initiatives [30]. 

Effective IT risk management requires three core 

disciplines. First, a well- managed, well-architected IT 

foundation. Second, a mature risk governance process 

including policies and procedures to identify, prevent 

and assess risky behavior. Third, risk awareness that 

helps everyone in the enterprise understand threats and 

mitigating opportunities [21].     

One of the most enduring problems faced by the IT 

function is how it should organize and structure itself 

[3], where indeed implementing a sound IT governance 

strategy is believed to be key for having a successful 

IT function in organizations [4]. The accounting 

professions started to take IT governance concept as a 

part of the internal control system seriously since the 

declaration of Sarbanes-Oxley act in 2002 [18] and 

since the release of the Public Company Accounting 

Oversight Board’s (PCAOB) auditing standard no. 2 

(AS2) in 2004, even the release of Committee of 

Sponsoring Organization of the Treadway 

Commission’s (COSO’s) internal control- integrated 

framework in early of the previous decade; COSO was 

originally formed in 1985 to sponsor the national 

commission on Fraudulent Financial Reporting, an 

independent private sector initiative which studied the 

causal factors that can lead to fraudulent financial 

reporting and developed recommendations for public 

companies and their independent auditors, for the SEC 

and other regulators, and for educational institutions. 

The national commission was jointly sponsored by five 

major professional associations in the United States, 

the American accounting association, the American 

institute of certified public accountants, financial 

executives international, the institute of internal 

auditors, and the national association of accountants 

(now the institute of management accountants). The 

commission was wholly independent of each of the 

sponsoring organizations, and contained 

representatives from industry, public accounting, 

investment firms, and the New York stock exchange. 

COSO framework is a highly abstract conceptual 

framework that does not identify control objectives at a 

level of specificity sufficient to design detailed audit 



312                                                               The International Arab Journal of Information Technology, Vol. 6, No. 3, July 2009                                     

test. Furthermore, the general nature of COSO does not 

address the complexity and special risk inherent in IT 

field [7]. Therefore, organizations and auditors in 

computerized environment start looking for a suitable 

framework, such as Control OBjectives for 

Information and related Technology (COBIT) to 

supplement COSO framework. COBIT was initially 

developed as an IT benchmark consisting of best 

practices, then it is developed to become a framework 

that could be applicable as a dual use framework by 

which organizations can achieve efficiencies in either 

operation and/or IT audits through its use.  

The Information System Audit and Control 

Foundation (ISACF) developed the COBIT, which is a 

framework of generally applicable IS security and 

control practices of information technology control. 

This framework allows management to benchmark the 

security and control practices of IT environment. 

Additionally, it ensures that adequate security and 

controls exist [14]. 

However, control objectives under COBIT are 

defined in a process-oriented manner following the 

principle of business reengineering. This type of 

control is exercised at the domain and process level. 

The “IT control” concept is adapted by the ISACF 

report and defined as “A statement of the desired 

results or purpose to be achieved by implementing 

control procedures in a particular IT activity”. This 

control is exercised at the IT activity level [8]. The 

COBIT IT domain consists of the following parts:  
 

• Planning and organization.  

• Acquisition and implementation.  

• Delivery, support and monitoring.  
 

Thirty four IT processes are identified within each of 

the four domains. Consequently, activities within 

processes are also identified activities to deal with day-

to-day IT routines. The central control objective is to 

link IT domains, processes and activities to the entity's 

operational processes and activities. The basic 

objective of IT is to facilitate the accomplishment of 

business objectives. Business objectives are referred to 

as “Business Requirements for Information” which 

include the following [9]: 
 

• Quality requirements (quality, cost and 

delivery). 

• Fiduciary requirements, as defined by COSO 

(effectiveness and efficiency of operations, 

reliability of information and compliance with 

laws and regulations). 

• Security requirements (confidentiality, integrity 

and availability). 
 

COBIT contains other testable constructs including a 

comprehensive well-articulated maturity model for IT 

control. The maturity model enables management of a 

company to evaluate and determine where on the 

internal control spectrum their controls are currently 

located, especially with the increasing pressure on the 

senior managers to consider how well IT is being 

managed and what is needed to be done in future to 

reach an adequate level of management and control 

over IT function [24]. Maturity model enables 

enterprises not only to benchmark their present IT 

performance but also to identify future targets for 

improvements. COBIT’s maturity model is influenced 

by the organization’s business goals, the operating 

environment and the industry practices.  
 

 
 

Figure 1. Interrelationship of COBIT components (COBIT 4.1 pp. 

8). 
 

Maturity modeling for management and control 

over IT processes is based on a method of evaluating 

the organization, so that it can be rated from a maturity 

level of non-existent (0) to optimized (5). The maturity 

levels are designed as profiles of IT processes that an 

enterprise would recognize as description of possible 

current and future status. They are not designed as a 

threshold model, where one cannot move to the next 

level without having fulfilled all conditions of the 

lower level. The right level is determined by the 

enterprise type, environment and strategy. 
 

 
 

Figure 2. Graphic representation of maturity model (COBIT 4.1 pp. 

18). 

 

COBIT’s maturity model consists of six major attributes: 

• Awareness and communication.  

• Policies, plans and procedures.  

• Tools and automation.  

• Skills and expertise.  

• Responsibility and accountability.  

• Goals and measurement. 

Accordingly, the researchers will use the maturity 

model to evaluate the IT governance since this study to 

the best of the researchers’ knowledge is the first that 

attempts to create an overall measurement for 

management involvement in implementing IT 
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governance using the six attributes of the maturity 

model. 

 

3. Research Hypotheses 
 

The current study examines the following hypothesis in 

null form: 

H0 1:  The Jordanian domestic banks do not have effective 

IT governance implementation. This hypothesis can be 

divided to the following null hypotheses: 
 

1.1 The Jordanian banks do not have effective 

implementation of “IT awareness and 

communications”.  

1.2 The Jordanian banks do not have effective 

implementation of “IT Tools and automation”. 

1.3 The Jordanian banks do not have effective 

implementation of “IT staff skills and expertise”. 

1.4 The Jordanian banks do not have effective 

implementation of “responsibility and 

accountability”. 

1.5 The Jordanian banks do not have effective 

implementation of “goal setting and measurement”. 

1.6 The Jordanian banks do not have effective 

implementation of “policies, plan and procedures”. 

 

4. Methodology 
 

The population of the study consists of all Jordanian 

domestic banks (Local and Foreign). The number of 

domestic banks in Jordan is twenty three banks. The 

researchers covered only the banks headquarters where 

the targeted respondents were expected to exist. The data 

is collected by using a self-administered questionnaire 

that measures the existence of maturity model dimensions 

attributes using nominal scale. The questionnaire was 

designed after a preliminary observation on the practice 

and reviewing the available literature. The researchers 

circulated the research questionnaire among the parties 

that had the ability and knowledge to answer it. 

Therefore, the researchers distributed the questionnaire to 

the domestic banks external auditors (CISA holders) and 

Head Of Computer Departments (HOCD), while the 

researchers were not able to circulate the questionnaire to 

CEOs.  

The above mentioned Maturity Model attributes are 

categorized in the questionnaire under the following 

dimensions according to their functions and goals: 
 

• Awareness and communications   (question 1-3). 

• Tools and automation (question 4-6). 

• Responsibility and accountability (question 7-9). 

• Skills and expertise (question 10-12). 

• Goal setting and measurement (question 13-15). 

• Policies, plans and procedures (question 16-33). 
  

Forty questionnaires were distributed to the selected 

respondents; twenty two were received in a usable 

format, indicating a response rate of 55%. One way to 

assess the potential for non-response bias is to compare 

data from late respondents to data from on time 

respondents based on [26, 17]. In the current study three 

responses were received following a reminder. Those late 

responses were not significantly different from responses 

in any of the analysis reported the following results 

section.   

To investigate study instrument validity, the 

researchers consulted fifteen experts (Professionals and 

Academics). The experts were asked to make sure that the 

research questionnaire does not miss any element that 

might affect the study results or create bias in the 

questions.  The researchers used Cronbach's Alpha to 

check the questionnaire stability for all of its components. 

Furthermore, reliability analysis allowed the researchers 

to study the measurement scales and the items that make 

them up (SPSS tutorial). In the current study, the 

researchers did not use some of the central tendency 

measurements such as the mean, because it is only valid 

for the nominal scale. Consequently, the researchers did 

not calculate the mean for respondents' answers that were 

measured by using nominal scale (exist/ not exist). 

Furthermore, variance measure was not used because it is 

calculated by using squared distances from the mean 

since the researchers utilized the nominal scale. Finally, 

frequency distribution is a summary table in which the 

data is arranged into conveniently-established, 

numerically-ordered class grouping or categories. Due to 

that, frequency is a valid measurement for the nominal 

scale and used by the researchers in the current study. 

For the hypothesis that measures the existence of 

maturity model attributes in the Jordanian Banks, the 

researchers used Z test for proportion that pertain to 

population proportion P maturity model attributes 

implementation percentage by calculating the sample 

proportion Ps, then the values of this statistic compared to 

the hypothesized value of the parameter P (Implantation 

Standards) so that the decision can be made about the 

hypothesis.  

Herein and to apply the above mentioned statistics, the 

researchers convert the nominal scale qualitative 

responses to numerical (percentage) values through the 

following steps [9]: 
 

• Coding the nominal scales (not exist, exist), where 0 

given to not exist and 1 for exist. 

• Summing up of all question values for each variable. 

• Calculating the proportion by dividing the previous 

step result on the number of questions. 
 

The materiality weights for the maturity model attributes 

were considered to be equal (Klapper and Love, 2002), 

because the materiality of each dimension is contingent 

upon a variety of internal and external factors related to 

each environment [2]. Additionally, the researchers used 

the P value in order to test the sampling distribution 

normality using the following rule: “If the number of 

success (X) and the number of failures are each at least 

five, the sampling distribution of proportion 

approximately follows a standardized normal 

distribution” [1]. 
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5. Results 
 

The majority of the respondents (83%), as shown in Table 

1, reported that they had three or more years of 

experience in their current position, while only (17%) of 

the respondents had less than three years of experience in 

their current position. 
 

Table 1. Frequency distribution of the respondents in their current 

position. 
 

Experience in the 

Current Position 
Frequency Percent 

1-3 Years 4 17% 

3-7 Years 5 22% 

7-11 Years 9 43% 

11-15 Years 4 18% 

Total 22 100% 

 

Almost (81%) of the respondents declared that they 

had three or more years of experience in the same 

bank, while only (19%) reported that they had less than 

four years of experience in the observed bank.  
 

Table 2. Frequency distribution of the respondents experience in 

the observed bank. 
 

Experience Frequency Percent 

1-3 Years 4 18% 

3-7 Years 10 45% 

7-11 Years 8 36% 

Total 22 100% 

 

It can be concluded from the above tables that the 

individuals who answered the questionnaire had the 

minimum required level of knowledge, which may 

increase the credibility and reliability of their answers.  

The following sections however focuses on the 

statistical findings related to maturity model dimensions. 

It consists of descriptive statistics such as frequencies and 

percentages. 

 

5.1. Awareness and Communications 
 

To explore the existence and the implementation 

awareness and communication procedures, the 

respondents were asked to indicate the existence of such 

procedures at their banks. The statistical findings as 

shown in Table 3 revealed that all respondents (100%) 

indicated that their management created permanent 

communication channels with IT seniors (CIO) in order 

to guarantee identifying corporate strategy and goals. 

Furthermore, all respondents indicate that domestic banks 

management receives mapping report prepared by IT 

seniors that illustrate the predefined current and future 

business needs on hand, and the probable suitable 

information technology solutions on the other hand. The 

results also showed that 91% of the respondents believed 

that domestic banks management receives continuous 

reporting regarding IT alignment status with organization 

strategy, regulatory obligations and laws, prospective 
risks and point up the high value added from IT 

investments. These results indicate that domestic banks 

management are aware of the importance of aligning 

banks strategy with the IT goals and making sure to 

have suitable and permanent communication channels.  
 

Table 3. Awareness and communications procedures (frequencies). 
 

  
Not 

Exist Exists 

 Awareness and Communications 

F
r
e
q
. 

P
e
r
ce
n
t 

F
r
e
q
. 

P
e
r
ce
n
t 

1 

Management creates permanent 

communication channels with IT seniors 

(CIO) in order to guarantee identifying 
corporate strategy and goals. 

0 - 22 100% 

2 

Management receives mapping report 

prepared by IT seniors illustrates the 
predefined current and future business needs 

on hand and the probable suitable information 

technology solutions on the other hand. 

0 - 22 100% 

3 

Management receives continuous reporting 

regarding IT alignment status with 

organization strategy, regulatory obligations 
and laws, prospective risks and point up the 

high value added from IT investments. 

2 9.1% 20 
90.9

% 

 

5.2. Tools and Automation 
 

To investigate the existence and the implementation of 

adequate automation tools in the domestic banks, the 

respondents were asked to indicate whether the related 

procedure existed or not. The statistical findings as shown 

in Table 4 revealed that (45.5%) of the respondents 

claimed that their banks have automation solution which 

is a software that can detect, validate and report 

unauthorized changes out of policy action on the entire IT 

infrastructure in real time, offering immediate and 

effective corrections. On the other hand (82%) of the 

respondents reported that their banks have database 

activity auditing tool that can automatically monitor 

activities and detect control exceptions. Moreover, 

(27.3%) of the respondents claimed that their banks 

integrated software system that runs off a unified 

database such as Enterprise Resource Planning system 

(ERP), allowing departments to share information and 

communicate easily with each other. Such results reveal 

moderate level of using automation tools. 
 

Table 4. Tools and automation procedures (frequencies). 
 

  NoTexist Exists 

 Tools and automation 

F
r
e
q
. 

P
e
r
ce
n
t 

F
r
e
q
. 

P
e
r
ce
n
t 

4 

The bank has automation solution which is 
software that can detect, validate and report 

unauthorized changes out of policy action 

on the entire IT infrastructure in real time, 
offering immediate and effective 

corrections. 

12 54.5% 10 45.5% 

5 

The bank has database activity auditing tool 
that can automatically monitor activities 

and detect control exceptions. 
4 

18.18
% 

18 
81.82

% 

6 

The bank integrated software system that 
runs off a unified database such as 

enterprise resource planning system, 

allowing departments to share information 
and communicate easily with each other. 

16 
72.73

% 
6 

27.27
% 
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5.3. Responsibility and Accountability  
 

According to all respondents, domestic banks 

implement all related procedures related to define 

responsibilities, document related procedures and 

follow up the implementation of these procedures as 

shown in Table 5. 
 

5.4. Skills and Expertise    
 

The statistical results in Table 6 revealed that all 

respondents reported that their banks state high hiring 

standards for sensitive positioned IT employees 

include back ground check, educational check, 

confidentiality agreements. Moreover, the management 

requests from the IT department a continuous 

employee performance review where employees must 

confirm their understanding of and compliance with 

the entity security policies.  

Some of the respondents indicate that management 

did not request from the IT department a continuous 

employee performance review, while (91%) of the 

respondents claimed that their management requested 

it. 

 

5.5. Goal Setting and Measurement  
 

Based on the results showed in Table 7, domestic 

banks strategy clearly states the objectives of the IT 

department for each fiscal year while the IT 

department strategic plan cites the corporate business 

plan as the prioritization of its initiatives and projects. 

Management also conduct a strategic planning sessions 

during which all executives meet to determine the 

company’s goals and strategies for the coming year, 

and where departments are urged to develop their 

operational plans for the year accordingly. 

Significant percent of the respondents indicate that 

management did not measure IT department 

performance effectiveness and efficiency, while (64%) 

of the respondents claimed that their management 

measure it. 
 

Table 5. Responsibility and accountability procedures 

(frequencies). 
 

  Exists 

 
Responsibility and Accountability 

F
r
e
q
. 

P
er
ce
n
t 

7 

Management has clear identification of the 

responsible employees for the different IT 
activities such as IT principles, IT architecture, 

IT infrastructure, business application needs and 

IT investment and prioritization. 

22 100.00% 

8 

Management develops clearly stated policies that 
explicitly describe honest and dishonest 

behaviors. Such policies are of a written form 

and communicated to employees. 

22 100.00% 

9 
Management requires material dishonest 

behaviors log report and the correction action for 
each incident. 

22 100.00% 

Table 6. Skills and expertise procedures (frequencies). 
 

     Not Exist Exists 

  

Skills and Expertise 

F
r
e
q
. 

P
e
r
ce
n
t 

F
r
e
q
. 

P
e
r
ce
n
t 

10 

Management’s state high hiring 

standards for sensitive positioned 
IT employees include back 

ground check, educational check, 

confidentiality agreements. 

0 - 22 100.00% 

11 

Management requests from the 

IT department a continuous 
employee performance review, 

where employees must confirm 

their understanding of and 
compliance with the entity 

security policies. 

2 9.09% 20 90.91% 

12 

 Management requests 

implementing continuous 

employees training program to 
enhance employee’s knowledge 

and skills and provide 

opportunities for individual 
career growth. 

0 - 22 100.00% 

 

5.6. Policies, Plans, and Procedures  
 

The descriptive statistics presented in Table 8 revealed 

major discrepancies in this section where almost (73%) 

of the respondents indicate that domestic banks 

management did not approve employing DBMS that 

defines each type of data, the level of protection 

required for each type and to whom data is required 

(procedure no. 30). The same percent was also given to 

simulate a disturbance for thorough (full) testing of the 

Disaster Recovery Plan (DRP), (procedure no. 20). 

Moreover, (64%) of the respondents believed that 

the domestic bank management did not request reports 

prepared by IT department periodically illustrating the 

required modification to internet security procedures 

such as, antivirus and firewalls (procedure no. 28). In 

addition, (55%) of the respondents claimed that 

domestic bank management did not approved the 

employment of automated data infrastructure 

management system, such system standardize IT 

operating procedures for maintaining, backups and 

upgrades for data libraries and directories (procedure 

no. 31). The same result was also given to 

“effectiveness of control procedures assessment” 

reports (procedure no. 32). On the other hand, all of the 

respondents believed that management requests that all 

critical personnel identified in a DRP are holding 

current version of the plan both onsite and offsite, 

requested periodic DRP checklist testing report and 

followed up to correct all discrepancies that were 

reported (procedure no. 16 & 22). 
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Table 7. Goal setting and measurement procedures (frequencies). 
 

    Not  Exist Exists 

  

Goal Setting and Measurement 

F
r
e
q
. 

P
e
r
ce
n
t 

F
r
e
q
. 

P
e
r
ce
n
t 

13 

The corporate strategy clearly states the objectives of the IT department for each fiscal 
year while the IT department strategic plan cites the corporate business plan as the 

prioritization of its initiatives and projects. 
0 - 22 100.00% 

14 

Management conducts strategic planning sessions during which all executives meet to 

determine the company’s goals and strategies for the coming year, and where 

departments are urged to develop their operational plans for the year accordingly. 
0 - 22 100.00% 

15 

Management measures IT department performance effectiveness and efficiency, this is 

done by having integrated performance measurement system linking IT performance to 
business goals by global application of the IT balance scorecard. 

8 36.36% 14 63.64% 

 
Table 8. Policies, plans and procedures (frequencies). 

 

  Does Not Exist Exists 

 

Policies, Plans and Procedures 

F
r
e
q
. 

P
e
r
ce
n
t 

F
r
e
q
. 

P
e
r
ce
n
t 

16 Management requests that all critical personnel identified in a DRP are holding current version of the 

plan both onsite and offsite. 
0 - 22 100.00% 

17 Management periodically requests a DRP checklist testing report from DRP team; this report goes 

through the DRP procedures to identify gaps bottlenecks and other weaknesses in the plan. 
0 - 22 100.00% 

18 Management assigns personnel to monitor and document variation on procedures while implementing a 
DRP test. 

6 27.27% 16 72.73% 

19 Management simulates a disturbance for partial testing of the DRP. 6 27.27% 16 72.73% 

20 Management annually simulates a disturbance for thorough (Full) testing of the DRP. 16 72.73% 6 27.27% 

21 Management requests a DRP simulation test results report from DRP team, and activates required 
modifications and improvement to the tested plan.   6 27.27% 16 72.73% 

22 Management follows up and orders to correct all discrepancies that were reported by the risk-
management team concerning examined security threats. 

0 - 22 100.00% 

23 Management receives a report from the IT department on updated system description to authorized users 

regarding sensitive data access. 
6 27.27% 16 72.73% 

24 Management receives a report prepared by the IT department showing incident logs and potential 
significant security breaches in order to improve related security procedures. 

6 27.27% 16 72.73% 

25 Management sets and emphases policies prohibiting visitors from carrying cell phones, laptops, PDAs 

and other portable devices that could capture confidential information while touring the entities facilities. 8 36.36% 14 63.64% 

26 Due to a new implementation or acquisition, management receives a report from the IT department on 

modification of existing physical and logical access security procedures or the development of new 

access procedures. 

8 36.36% 14 63.64% 

27 Management requests a periodic review report from the IT department regarding the appropriate use of 

internet resources (Trusted and un-trusted resources) within the organization. 
4 18.18% 18 81.82% 

28 Management requests report prepared by IT department periodically illustrating the required 

modification to internet security procedures such as, antivirus and Firewalls. 
14 63.64% 8 36.36% 

29 IT reports to the management frequently the audit trail record that detects material unauthorized network 
operations activity. 10 45.45% 12 54.55% 

30 Management approves employing DBMS that defines each type of data, the level of protection required 

for each type and to whom data is required. 16 72.73% 6 27.27% 

31 Automated data infrastructure management system is approved by the management to be employed, such 

system standardize IT operating procedures for maintaining, backups and upgrades for data libraries and 
directories. 

12 54.55% 10 45.45% 

32 Management requests periodic assessment reports from IT department on the effectiveness of control 

procedures concerning source data, data entry, data processing, data transmission and output controls. 12 54.55% 10 45.45% 

33 Management emphases using strong security procedures for manual external data transmission that 
concerned to sensitive and confidential information. 0 - 22 100.00% 

 

Table 9 below shows the statistical findings related 

to the hypothesis testing. To test the first major 

hypothesis and related minor hypotheses, Z test for 

proportion was conducted for the study population. 

 

 

 

The developed norms are used as a cut point for the 

minimum accepted percentages of applying maturity 

model, where the bank is considered to apply the 

maturity model dimension if its own evaluation 

percentage exceeds this norm. The researchers then 

tested for significant differences between the applied 
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percentages in the Jordanian domestic banks and these 

norms using Z test for proportion. 
 

Table 9. Z test for percent differences.  
 

 
 

Based on the results presented in Table 9, p-value 

appears to be less than 0.05 for awareness and 

communications, responsibility and accountability, and 

skills and expertise dimensions. The Z value is also 

higher than 1.96, which means it falls in a rejection area. 

All of that lead us to reject the null hypothesis. This 

implies that the Jordanian domestic banks apply the 

required procedures in these dimensions. While, p value 

is more than (0.05) for tools and automation, goal setting 

and measurement, and policies, plans and procedures, the 

Z values for them also were less than 1.96. Consequently, 

the researchers concluded that the Jordanian domestic 

banks are not using enough procedures to satisfy these 

dimensions. 

According to the aforementioned results, we reject the 

main null hypothesis that stated, (Jordanian domestic 

banks do not have effective IT governance 

implementation). In addition we did not reject the second, 

fifth and sixth minor hypotheses, while reject the rest of 

the minor hypotheses. 

 

6. Conclusion  
 

The study showed that Jordanian domestic banks 

applied effective awareness and communications, 

responsibility and accountability, and skills and 

expertise dimensions mainly, while they do not do 

enough with regard to the other dimensions (tools and 

automation, “goal setting and measurement,” and 

“policies, plans and procedures”). Due to the statistical 

findings of the current study, which indicate that half 

of the maturity model was not applied in a proper way, 

we believe that Jordanian domestic banks may increase 

efforts to IT governance. Jordanian domestic banks are 

required to invest more in the IT governance and 

guarantee having comprehensive implementation to 

cope with the technology advancements.  

 

7. Limitations and Further Research 

Agenda 
 

As with all research, this study is subject to number of 

limitations and these might be explored in future 

research. The study adopted the quantitative approach 

to test the study theoretical model, thus limiting the 

choice of methodology to a cross-sectional survey, 

which is only concerned with employing quantitative 

methods of data collection. Thus, a questionnaire 

survey was adopted in this study and the researchers 

were not able to question the respondents to ascertain 

in more details the exact nature of the responses. 

Therefore, extra care and caution is essential when 

interpreting questionnaire findings. However, the 

problems relating to questionnaire surveys can be 

minimized by undertaking a number of post-

questionnaire interviews. However, a time constraint, 

interview accessibility, and the availability of 

interviewees for a significant amount of time constrain 

the researchers from undertaking interviews. 

Nevertheless, interviews to pursue issues raised by the 

survey results are a fruitful area for future research. In 

addition, the results of this study apply only to the 

target sample operating in Jordan. Thus, these results 

may not be generalizable to other sectors. Future 

research however needs to be extended to other 

industry sectors in order to generalize the results. 

Furthermore the current study is considered as 

exploratory one; consequently future research work 

might be explored in the future using different and 

more developed instruments which take into the 

consideration the frequency of IT governance 

procedures and result more valuable results. 

Despite the limitations that have been identified 

previously, this study has provided several important 

insights into issues relating to IT governance. This 

study is one of the first to evaluate IT governance 

implementation in a Jordanian settings. Hopefully, this 

study will encourage researchers to conduct further 

empirical studies about the implementation of the IT 

governance to clarify some of the complexity and 

confusion that is accompanied with this approach.  
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